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The E-Authentication Initiative

Architecture Working Group (AWG)

• Kick Off 10/31/03

• 27 members
• GSA, NIST, USDA, USPTO, Treasury, HHS, OPM, EPA
• Enspier, BAH, Accenture, Mitretek, IBM 

• Four Sub-Group “Tiger Teams”
• PKI, Composite Apps, SAML, Use Case

• Decided to use the baseline architecture as a starting 
point on 11/19

• Agreed it would not constrain the FOC Architecture
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The E-Authentication Initiative

Architecture Working Group (AWG)

• New Scope Considered:
• Email
• Forms
• Personal Identifiable Information and attribute sharing
• service discovery
• single sign-off
• non-browser thin clients (e.g., personal digital assistant, cell phone)
• cell phone proxies
• billing and charge-back protocols
• group/role identification
• trust agent and power of attorney scenarios 
• Composite Applications
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The E-Authentication Initiative

Architecture Working Group (AWG)

• Status
• Release Candidate 1 (RC1) completed 5/17/04
• RC2 completed 5/26/04
• RC3 expected to be final, expected this week
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The E-Authentication Initiative

Architecture Working Group (AWG)

• Result
• The FOC is a primarily a refinement of the baseline approach, not a 

new architecture
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The E-Authentication Initiative

Agenda

Architecture Working Group

Baseline Architecture
Assertion Based  (1,2)

• Certificate Based (3,4)

• Changes Coming in the FOC
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The E-Authentication Initiative

Agenda

Architecture Working Group

Baseline Architecture
Assertion Based (1,2)
Certificate Based (3,4)

• Changes coming in the FOC
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The E-Authentication Initiative

Agenda

Architecture Working Group

Baseline Architecture

Changes coming in the FOC
Summary

• FEA Alignment
• Refinements
• Email
• Forms
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The E-Authentication Initiative

Summary of FOC Changes

• New Name: E-Authentication Service Component

• Clarified relationship to the FEA

• A Refinement of the Baseline Approach
• Not a new architecture 

• New Appendix on Email

• New Appendix on Forms



19

The E-Authentication Initiative

Agenda

Architecture Working Group

Interim Architecture

Changes coming in the FOC
Summary
FEA Alignment

• Refinements
• Email
• Forms
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The E-Authentication Initiative

Agenda

Architecture Working Group

Interim Architecture

Changes coming in the FOC
Summary
FEA Alignment
Refinements

• Email
• Forms
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The E-Authentication Initiative

Agenda

Architecture Working Group

Interim Architecture

Changes coming in the FOC
Summary
FEA Alignment
Refinements
Email

• Forms
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The E-Authentication Initiative

Agenda

Architecture Working Group

Interim Architecture

Changes coming in the FOC
Summary
FEA Alignment
Refinements
Email
Forms



 

Step #1: User submits signed form data 
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The E-Authentication Initiative

Resources
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http://www.cio.gov/eauthentication/
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The E-Authentication Initiative

Questions

http://www.cio.gov/eauthentication/
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