CIO COUNCIL FULL SESSION 

May 30, 2003

OPENING REMARKS

Karen Evans, CIO Council Vice Chair, opened the meeting at 1:15 PM with the following announcements:

· May 30 is Sarah Lindenau’s last day with the CIO Council.  She presented Sarah with a certificate of appreciate for all her hard work and the Council wished her well in future endeavors. 

· She conveyed Bill McVeigh’s thanks for the Council’s feedback on the A-11 package.

OMB AND E-GOV UPDATE

Mark Forman (OMB) provided an update on OMB business and E-Gov initiatives. 

Smart-Buy Initiative – The Smart Buy letter is about to be signed by Mitchell Daniels and distributed to all agencies. Mark Forman drafted a Clinger-Cohen letter that announces GSA as the lead agency under FSS for Smart Buy, and that the Council supports the initiative. The initiative is a cross-agency effort that will capitalize on economies of scale for enterprise licenses.  If an agency has an enterprise license effort underway the letter requests that it be brought to the team for their review and coordination with Smart Buy initiative.    

Proud to Be Initiative – There is continued focus on how OMB can help agencies get to green. Currently OMB is putting together guidelines and a critical path tool based on milestone achievement.

Circular A–11 – The updated version is on track to be finalized and distributed to all agencies in July 2003.  There were minor changes to Exhibit 53 and 300 forms in order to link them with the Federal Enterprise Architecture and integrate with the Federal Budget.  The revised A-11 will facilitate the evaluation of IT programs.  The revised A-11 will be used on FY04 business cases since the OMB portion is stable now.  The revised A-11 supports alignment of IT and Program spending.   

Government Information Security Reform Act (GISRA) – The GISRA security report was sent to Congress on May 21, 2003.  The CIOC Executive Committee was surprised that the report did not generate much press. The report states that progress has been made but there is still more to accomplish.  The report did not contain the agency grades but provided statistical data by agency.  Some agency Security Plans were conditionally approved last year, but current data shows that they should not have been approved. A letter has been drafted to the affected agencies, which may be sent out the first week of June. The President will be cc’d on those letters to emphasize the importance of security.

E-Gov Act Guidance – The draft guidance was developed regarding the implementation of the E-Gov Act and is out for review.  The feedback from the CIO Council off-site was incorporated in the draft guidance so that the CIO role is better described.  Ira Hobbs (USDA) and OPM have reviewed the guidance but an additional iteration is needed to clearly outline the roles and responsibilities for CIOs.

Privacy Guidance – The Privacy Guidance is part of the E-Gov Act and an updated draft version will be released soon.

E-Authentication Budget Analysis – A cost-benefit analysis is currently underway to determine the more effective choice of a Level III or IV identity policy.  OMB will need input from the CIOs to complete this analysis.

E-Gov Initiatives Financing – A memo was sent to the agencies stating that the deadline is June 15, 2003 for resolving issues and locking down agreement.  The agencies will not receive credit unless there is a signed MOU so the CIOs need to work through their outstanding issues ASAP.

The Government Paperwork Elimination Act – The GPEA updates are due in July 2003.  There are three E-Form Solutions (Research and Development, DOD, Regulatory Reporting) and each option has a different advocate.  It is important that the CIOs provide GPEA data reports on time so that the appropriate conclusions can be reached.

Reference Models – The reference models will be issued soon.

OVERVIEW OF THE COUNCIL FOR EXCELLENCE IN GOVERNMENT

Pat McGinnis, CEO for the Council for Excellence in Government (CEG) provided a presentation on the council.  The council is a non-profit, non-partisan group dedicated to the improvement of government performance at all levels.  CEG is focused on improving the government’s place in the lives and esteem of American citizens.  The council organized the Blueprint for E-government sessions and continues to work on advancing the E-Gov Act.

CEG sponsors the Excellence in Government Fellows and E-Government Fellows programs to develop and enhance the leadership skills of the Senior Executive Service.  CEG would like to partner with the CIO Council through these two programs and seek to use the E-Government Initiatives as a tool for Government-wide change. The council will work with any agency or department to tailor the programs to meet specific agency needs.  Mark Forman noted that these are worthwhile programs and could be accelerators for E-government change.

FEDERAL ENTERPRISE ARCHITECTURE UPDATE

John Gilligan (USAF) presented an update of the Federal Architecture and Infrastructure Committee activities.  Four of the five FEA Reference Models are due for release to agencies by the end of June 2003. The Data Reference Model will be released in July at the earliest.  The committee is developing an Architecture Guide for the area of security, which should be released soon.  To develop this document the committee is leveraging the security practices in industries.     

Enterprise Architecture (EA) Governance Subcommittee

The subcommittee provided the following goals and statuses:

Goal 1- Integrate EA into the Government’s Management process.  Status – In progress.

Goal 2 – Define alignment of department/agency EAs with FEA.  Status – White paper in progress; adding new task to develop common framework.

Goal 3 – Describe how the FEA will facilitate the connection of State and Local EAs to Federal business lines and agency architectures.  Status – Discussions with NASCIO initiated; proposing pilots with E-Vital and Recreation One-Stop.

There are five EA Government Subcommittee Operating Principles, with one more currently under development.  It is very important that these principles reflect the CIOs views on the mission of the subcommittee.  The principles are:

· Convergence

· Inclusion

· Enterprise

· Federation

· Executive Decisions

The sixth principle being developed was added to address having sufficient depth and detail in the FEA to facilitate cross-agency implementation.  The Business Reference Model can be used to help agencies map their activities to the appropriate level of detail.  

Components Subcommittee

The goal of the Components Subcommittee is to facilitate cross-Agency development and implementation of enterprise architecture components. The Components Subcommittee is currently working on the following tasks:

· Develop a components based architecture white paper.  Status – In progress.

· Develop a components registry/repository concept paper.  Status – Concept paper in progress.

· Develop a solution development life cycle.  Status – SAWG being finalized; White paper to follow.

· Develop and market quick win.  Status – Receiving input from CIO Council.

Emerging Technology Subcommittee

The Emerging Technology Subcommittee provided the following status information:

· Holding monthly collaboration meetings and biweekly committee meetings.

· Pilot projects are fully underway.

· The IAC has met with leadership and a plan of interaction has begun.

· Senior level members/CTOs are needed as new members.  (This is a critical issue.)

The subcommittee is also trying the leverage the E-Grants pilot and Census’ E-Forms effort.

John Gilligan noted that the continuing challenges to FEA Committee and Subcommittee success are:

· Agency participation.

· Agency representatives need to adopt a government-wide, customer focused perspective. (This is key.)

· The FEA must be embraced by agency leadership.
LINES OF BUSINESS CROSS GOVERNMENT INITIATIVE UPDATE

Stuart Reiter (OMB) presented an update on the Line of Business (LOB) Cross Government Initiative. There are six LOBs identified:

· Financial Management

· Data and Statistics

· Human Resources

· Monetary Benefits

· Criminal Investigations

· Public Health Monitoring
Significant spending was identified for all six LOBs, for a total of $6.8 billion across 339 programs in FY 03 and 04. 

The goals of the initiative are:

· Complete the opportunity analysis and create cross agency teams (and obtain PMC approval).

· Complete business cases.

· Issue guidance as necessary.

The work approach model outlines the links between the LOB team and other key groups. Mark Forman sponsors the LOB steering group and the group will serve to champion, endorse, provide guidance, provide executive communication, and issue identification/resolution for the initiative.  The first steering group meeting was very productive.  

The assessment process diagram outlines three steps to the development of a LOB white paper.  Using the LOB specific Exhibit 300s as inputs there are 1.) Reduction, 2.) Sort, and 3.) Prioritization to produce the white paper. 

The LOB steering group will use an Opportunity Analysis model that identifies migration opportunities (moving early life-cycle initiatives to other solutions) or consolidation opportunities (merging of ongoing projects).  The steering group will need a robust set of opportunities in the six identified LOBs by the end of June.  The LOB initiative will look for projects/opportunities that have a unifying core, i.e. Financial Management.   

Next steps for the LOB initiative include identifying sponsors, building business case teams, and obtaining funding for the initiative. The time line includes an E-Gov PMC Presentation on June 25.

WORKFORCE COMMITTEE UPDATE: IT PROJECT MANAGER SKILLS GAP SURVEY RESULTS

Ira Hobbs (USDA) presented the results from the IT Project Manager Skills Gap Survey. A total of 30 agencies and departments participated in the survey. The major findings were:

· There are 1329 major IT projects across the 30 agencies.

· For the project leads, 66% of them meet the minimum qualifications. 

· About 464 individuals currently working as IT project managers do not meet the criteria for qualified IT project managers.  Of that group though, 79% are receiving training.

· Results indicated there is a lack of program managers to meet Federal demand.

· Project manager training is a significant issue - there are insufficient training slots to cover the demand.

· The use of part-time project managers is a major concern.

The solutions and next steps include:

· Work with agencies to resolve outstanding data issues. 

· Continue matching agencies with open training spaces with those who need training.

· Release sourcebook of available government and non-government program management training programs.

· Explore organizing more government-wide project management training programs to close the skills gap by Sept 03.

· Continue working with OPM on program management guidance and development of virtual hiring concept for program managers in FY04.

· Continue committee’s efforts to identify and address issues regarding improvement of government management of IT projects.

The Workforce Committee is developing a framework and tool for capturing a government-wide profile of the IT workforce.  The committee will develop a self-certification capability that will assist in identifying skills gaps and shortages in IT project management.  This is an assessment tool that the agency CIOs can use, which will assist the agencies in obtaining a consolidated picture of IT project manager skills in the government workforce.   

BEST PRACTICES COMMITTEE UPDATE

John Marshall (AID) provided an update on Best Practices Committee activities.  The scoping statement of the committee was discussed and approved by the CIO Executive Committee. The two primary focuses in the scoping statement are:

· To conduct rapid in-depth industry studies to gather benchmarking and lessons learned.

· To start a mentor program for new CIOs.

There has been recent strong interest shown by individuals for joining the committee.  There are currently 6 new committee members.

OFF SITE FOLLOW-UP

A draft document from the off site was sent out recently.  The discussion at the off site will serve as the basis for the Council’s Strategic Plan.  The discussion of the off site’s outstanding issues and points will be deferred until the July 16 meeting.

SECURITY UPDATE

Vance Hitch (DOJ) noted that there is an increase in cyber attacks and appearances of “worms” on federal web sites.  OMB has implemented tighter reporting requirements for cyber security incidents and Vance is working with FedCIRC to track this data and CIO Council reaction to these incidents.  In particular, he is looking at:

· Which agencies/departments are providing monthly security incident reports

· Incident trends 

· Recommendations 

This data will be used to determine if the reporting guidelines should be changed. 

FedCIRC drafted a proposal for different cyber security warning levels, similar to the color-coded system for physical security. Vance is not sure that this type of warning level system applies to cyber security as networks should always be at red status.
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